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AMX Software License and Warranty Agreement
• LICENSE GRANT. AMX grants to Licensee the non-exclusive right to use the AMX Software in the manner described in this 

License. The AMX Software is licensed, not sold. This license does not grant Licensee the right to create derivative works of the 
AMX Software. The AMX Software consists of generally available programming and development software, product documenta-
tion, sample applications, tools and utilities, and miscellaneous technical information. Please refer to the README.TXT file on 
the compact disc or download for further information regarding the components of the AMX Software. The AMX Software is sub-
ject to restrictions on distribution described in this License Agreement. AMX Dealer, Distributor, VIP or other AMX authorized 
entity shall not, and shall not permit any other person to, disclose, display, loan, publish, transfer (whether by sale, assignment, 
exchange, gift, operation of law or otherwise), license, sublicense, copy, or otherwise disseminate the AMX Software. Licensee 
may not reverse engineer, decompile, or disassemble the AMX Software. 

• ACKNOWLEDGEMENT. You hereby acknowledge that you are an authorized AMX dealer, distributor, VIP or other AMX autho-
rized entity in good standing and have the right to enter into and be bound by the terms of this Agreement.

• INTELLECTUAL PROPERTY. The AMX Software is owned by AMX and is protected by United States copyright laws, patent 
laws, international treaty provisions, and/or state of Texas trade secret laws. Licensee may make copies of the AMX Software 
solely for backup or archival purposes. Licensee may not copy the written materials accompanying the AMX Software. 

• TERMINATION. AMX RESERVES THE RIGHT, IN ITS SOLE DISCRETION, TO TERMINATE THIS LICENSE FOR ANY REA-
SON UPON WRITTEN NOTICE TO LICENSEE. In the event that AMX terminates this License, the Licensee shall return or 
destroy all originals and copies of the AMX Software to AMX and certify in writing that all originals and copies have been 
returned or destroyed. 

• PRE-RELEASE CODE. Portions of the AMX Software may, from time to time, as identified in the AMX Software, include PRE-
RELEASE CODE and such code may not be at the level of performance, compatibility and functionality of the GA code. The 
PRE-RELEASE CODE may not operate correctly and may be substantially modified prior to final release or certain features may 
not be generally released. AMX is not obligated to make or support any PRE-RELEASE CODE. ALL PRE-RELEASE CODE IS 
PROVIDED "AS IS" WITH NO WARRANTIES.

• LIMITED WARRANTY. AMX warrants that the AMX Software (other than pre-release code) will perform substantially in accor-
dance with the accompanying written materials for a period of ninety (90) days from the date of receipt. AMX DISCLAIMS ALL 
OTHER WARRANTIES, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, WITH REGARD TO THE AMX SOFTWARE. THIS LIM-
ITED WARRANTY GIVES LICENSEE SPECIFIC LEGAL RIGHTS. Any supplements or updates to the AMX SOFTWARE, 
including without limitation, any (if any) service packs or hot fixes provided to Licensee after the expiration of the ninety (90) day 
Limited Warranty period are not covered by any warranty or condition, express, implied or statutory.

• LICENSEE REMEDIES. AMX's entire liability and Licensee's exclusive remedy shall be repair or replacement of the AMX Soft-
ware that does not meet AMX's Limited Warranty and which is returned to AMX in accordance with AMX's current return policy. 
This Limited Warranty is void if failure of the AMX Software has resulted from accident, abuse, or misapplication. Any replace-
ment AMX Software will be warranted for the remainder of the original warranty period or thirty (30) days, whichever is longer. 
Outside the United States, these remedies may not available. NO LIABILITY FOR CONSEQUENTIAL DAMAGES. IN NO 
EVENT SHALL AMX BE LIABLE FOR ANY DAMAGES WHATSOEVER (INCLUDING, WITHOUT LIMITATION, DAMAGES 
FOR LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION, LOSS OF BUSINESS INFORMATION, OR ANY OTHER 
PECUNIARY LOSS) ARISING OUT OF THE USE OF OR INABILITY TO USE THIS AMX SOFTWARE, EVEN IF AMX HAS 
BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. BECAUSE SOME STATES/COUNTRIES DO NOT ALLOW 
THE EXCLUSION OR LIMITATION OF LIABILITY FOR CONSEQUENTIAL OR INCIDENTAL DAMAGES, THE ABOVE LIMITA-
TION MAY NOT APPLY TO LICENSEE.

• U.S. GOVERNMENT RESTRICTED RIGHTS. The AMX Software is provided with RESTRICTED RIGHTS. Use, duplication, or 
disclosure by the Government is subject to restrictions as set forth in subparagraph ©(1)(ii) of The Rights in Technical Data and 
Computer Software clause at DFARS 252.227-7013 or subparagraphs ©(1) and (2) of the Commercial Computer Software 
Restricted Rights at 48 CFR 52.227-19, as applicable.

• SOFTWARE AND OTHER MATERIALS FROM AMX.COM MAY BE SUBJECT TO EXPORT CONTROL. The United States 
Export Control laws prohibit the export of certain technical data and software to certain territories. No software from this Site may 
be downloaded or exported (i) into (or to a national or resident of) Cuba, Iraq, Libya, North Korea, Iran, Syria, or any other coun-
try to which the United States has embargoed goods; or (ii) anyone on the United States Treasury Department's list of Specially 
Designated Nationals or the U.S. Commerce Department's Table of Deny Orders. AMX does not authorize the downloading or 
exporting of any software or technical data from this site to any jurisdiction prohibited by the United States Export Laws.

This Agreement replaces and supersedes all previous AMX Software License Agreements and is governed by the laws of 
the State of Texas, and all disputes will be resolved in the courts in Collin County, Texas, USA. For any questions concern-
ing this Agreement, or to contact AMX for any reason, please write: AMX License and Warranty Department, 3000 Research 
Drive, Richardson, TX 75082.
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RMS Installation Checklist
RMS Installation Checklist

Overview
The RMS Installation Checklist is provided to ensure all the necessary prerequisites are met and all the 
necessary configuration option are identified prior to the installation of the RMS server.

Please complete this form prior to installation and have it available during the RMS Configuration Wizard 
portion of the RMS installation. Having all the configuration information and settings documented here will 
greatly facilitate a successful installation and configuration of RMS.

Hardware System Requirements
Hardware System Requirements

Does your server hardware meet the minimum requirements for RMS? Yes/No

• Processor Intel Pentium IV 3 GHz (x86) or Intel Pentium Dual/Quad Core 2.0 GHz

• Memory 2 GB

• Display 1024x768 resolution

• Hard Disk 500 MB available space for RMS application files and database

Note: RMS must be installed on a dedicated server class machine.

Yes to all Please continue to the next step.

No to any You must obtain a server that meets these minimum requirements to install RMS.
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RMS Installation Checklist
Server Operating System

Additional Software Dependencies

Server Operating System

Do you have a compatible server operating system installed? Yes/No

• Windows 2003 Server (SP2)

• Windows 2008 Server (32-bit only)

Yes Please continue to the next step.

No You must obtain a compatible server operating system to install RMS.

Does your server operating system have the latest service packs installed? Yes/No

• Windows 2003 Server - Service Pack 2 (current as of 2009-05-29)

• Windows 2008 Server - Service Pack 2 (current as of 2009-05-29)

Yes Please continue to the next step.

No You must obtain and install the latest operating system service packs to install RMS.

Does your server operating system have Internet Information Services 
installed?

Yes/No

• Windows 2003 Server - Internet Information Services (IIS) 6.0

• Windows 2008 Server (32-bit only) - Internet Information Services (IIS) 7.0 

Yes Please continue to the next step.

No You must install IIS on your server for RMS to serve web pages. 
While this component is optional for the Windows Server operating system, it is required by the 
RMS application. The installer will not continue if this component is not detected.

Do you have an administrative logon account to the server where RMS will be installed?

Yes Please continue to the next step.

No You must obtain such an account, and logon to the server with a user account that has adminis-
trative access to the server. 
RMS is a system level application and requires administrative access to install and configure 
the RMS services and security settings.

Additional Software Dependencies

Does your server have the Microsoft .NET Framework 2.0 installed?

Yes Please continue to the next step.

No You must obtain and install the Microsoft .NET Framework 2.0 before installing RMS. 
The installer will not continue if this component is not detected.

Does your server have Adobe Acrobat Reader installed?

Yes Please continue to the next step.

No You must obtain and install Adobe Acrobat Reader to be able to display the RMS help files.
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RMS Installation Checklist
Database Platform
Database Platform

Do you have a compatible database platform where the RMS database can 
be installed?

Yes/No

• Microsoft SQL Server 2008 Express Edition 
(for systems with less than 300 rooms only; download available free from Microsoft)

• Microsoft SQL Server 2008 Standard Edition

• Microsoft SQL Server 2008 Enterprise Edition

• Microsoft SQL Server 2005 Express Edition 
(for systems with less than 300 rooms only; download available free from Microsoft)

• Microsoft SQL Server 2005 Standard Edition

• Microsoft SQL Server 2005 Enterprise Edition

Note: For RMS systems with more than 300 rooms, the database must be installed on an external database 
server and not installed on the same server machine as the RMS software.

Yes Please continue to the next step.

No You must obtain access to or install a compatible database platform for the RMS database. 
Microsoft SQL Server 2005 Express Edition is a no cost solution for small to medium sized RMS 
installations. 
If upgrading from RMS 2.x using an Access database, you can download and install SQL Server 
2005 Express Edition for use with RMS 3.3. 
The RMS 3.3 installation will migrate your existing data from the existing RMS 2.x database to 
the new RMS 3.3 database.
Microsoft SQL Server 2005 Express Edition can be downloaded using this link:
http://msdn.microsoft.com/vstudio/express/sql/download/

Note: If installing Microsoft SQL Server 2005 Express Edition, refer to the "Installing SQL Server 2005 Express 
Edition" section in the RMS Database Administrator’s Guide for specific information you will need for 
installation and configuration for Microsoft SQL Server 2005 Express Edition.
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Database Access
Database Access

Database Server

Using Windows 
Authentication?

Yes

No
Username:

Password:

Database Name
(Catalog) (Default = RMS)

Database Server This is the server name or path to the database server. 
If using Microsoft SQL 2005 Express Edition, this field would also contain the 
database instance name (syntax = "server_name\instance_name")

Windows 
Authentication

If you are using Windows Authentication to access the database server, then no 
username or password is needed.
Note: If you are using Windows Authentication for RMS database access, refer to 
the "Windows Authentication" section in the RMS Database Administrator's Guide 
for additional configuration requirements.

Username If you are not using Windows Authentication, then a username is needed to logon to 
the database server.

Password If you are not using Windows Authentication, then a password is needed to logon to 
the database server.

Database Name This is the database name to create and use for the RMS system. 
By default this is named 'RMS'. Database name is also known as "Catalog".
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Scheduling System

Internet Information Services - Virtual Directory

Scheduling System

RMS supports both an internal scheduling system and interfaces to the following 
external scheduling systems:

Please complete the following information:

Scheduling System

Internal Scheduling

External Scheduling

• Microsoft Exchange

• Microsoft Outlook (stand-alone mode)

• IBM Lotus Notes

• Novell GroupWise

• Dean Evans EMS

• College Net R25

• PeopleCube Resource Scheduler

• Planon Integrated Workspace

Note: Refer to each Plug-In Installation Guide for details on supported 
versions and software requirements.

Note: If interfacing with an External Scheduling System, please review the corresponding RMS Plug-In 
Installation Guide for details on installing and configuring the external scheduling system.

Note: RMS is capable of supporting multiple (up to 12) instances of Scheduling on a single NetLinx Master. If 
you intend to run multiple instances of Scheduling on a Master, then that Master should be dedicated solely to 
RMS Scheduling only. See the Scheduling Page section of the RMS Administrator’s Guide for details.

Internet Information Services - Virtual Directory

RMS provides a web user interface for the administration and management of the application. 
The RMS installation will create a new virtual directory in the Windows Internet Information Services web ser-
vices. During the installation you can specify the virtual directory name used to access RMS. 
This virtual directory name is used as part of the path in the URL to access the RMS web application.
http://server_name/virtual_directotry

Please complete the following information:

Virtual Directory Name (Default = RMS)
5RMS Installation Checklist 
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RMS Licensing 

RMS TCP/IP Communications

RMS Licensing
RMS can operate with limited functionality in STANDARD edition. However, if you want the full capabilities of 
RMS you must purchase the PREMIUM edition from AMX. 
Upon purchasing PREMIUM edition, you will receive a server serial number. This serial number will be needed 
during the installation to license the RMS server.

Please complete the following information:

Server Serial Number

If your RMS server is behind a firewall or is otherwise unable to connect to AMX and 
finalize the authorization process, you can call AMX and receive a manual authorization key.

Authorization Key

Once the Premium edition of the RMS server is licensed, you must also enter client licenses for the number of 
rooms you wish to use with RMS for either Asset management, Scheduling, or both.

Please complete the following information:

Client Certificate ID Authentication Key

RMS TCP/IP Communications

RMS uses TCP/IP communications between the RMS server and the remote NetLinx systems.

Please complete the following information:

TCP/IP 
Server Port 
Number (Default = 3839. This is an IANA registered port number for RMS)

Does your server have a firewall that will block TCP/IP communication for this port?

Yes You will need to create a PINHOLE or exception for TCP/IP communications on the specified 
TCP/IP port for RMS communications.

No Please continue to the next step.

Does your network router restrict or block traffic on this TCP/IP port?

Yes You will need to create a PINHOLE or exception for TCP/IP communications on the specified 
TCP/IP port for RMS communications.

No Please continue to the next step.
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RMS Security Settings

SMTP Email Server

RMS Security Settings

RMS provides a flexible user account management system.

Please complete the following information:

Enable User Account
Management

No

Yes

Allow Anonymous Access: Yes No

Default Admin Username: (Default = Admin)

Default Admin Password:

Enable User Account
Management

If you would like any user that can access the RMS web pages to have full access 
to all RMS features and functions, then disable user account management.
If you would like restricted user logon RMS web pages where you can manage 
individual user’s access permissions, then enable user account management.

Allow Anonymous 
Access

If User Account Management is enabled, then you will also have the option to 
allow or disallow anonymous access to the RMS web pages. 
If anonymous access is allowed, users will be able to view the scheduling pages in 
RMS without having to logon with a user account.

Default Admin 
Username

If User Account Management is enabled, then you must provide a 
username for the default administrator account.

Default Admin 
Password

If User Account Management is enabled, then you must provide a 
password for the default administrator account.

Note: RMS also supports Windows Authentication for authenticating users in the RMS web pages. RMS will 
automatically detect if your website is configured for Windows Authentication. User account management 
should be enabled and anonymous access should be disallowed when using Windows Authentication. 
To learn more, or to configure your system for Windows Authentication, please review the Window 
Authentication section of the RMS Administrator’s Guide.

SMTP Email Server

RMS supports Simple Mail Transport Protocol (SMTP) email for all outbound email notifications. 
In order to receive email notifications, the following SMTP information will be needed.

Please complete the following information:

Allow 
SMTP 
Messaging

No

Yes

SMTP Server Address

SMTP Server Port (Default = 25)

SMTP Server Requires 
Authentication

No

Yes
Username:

Password

SMTP Email Address

Friendly Email Name

Reply-To Email Address
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SNPP Paging Provider

SNMP Management Server

RFID Tracking Options

SNPP Paging Provider

RMS support Simple Network Paging Protocol (SNPP) outbound electronic alpha/text paging notifications. 
In order to receive SNPP text pages the following SNPP information will be needed.

Please complete the following information:

Enable SNPP
Paging

No

Yes SNPP Provider Select from the pre-defined list in the RMS Configuration 
Wizard or add your own SNPP provider information

SNMP Management Server

RMS supports the Simple Network Management Protocol for extending RMS information to your SNMP 
management console.

Please complete the following information:

Enable SNMP 
Services

No

Yes

SNMP Agent Port (Default = 161)

SNMP Community

SNMP Trap Community

SNMP Trap Recipients

RFID Tracking Options
RMS supports tracking devices with RFID tags.

Please complete the following information:

Enable RFID 
Tracking

No

Yes

Enable RFID 
Historical 
Reporting

Delete RFID 
Entries After (Default = 90)
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RMS Logging Options

SYSLOG Messaging

RMS Logging Options
RMS supports the logging of information to an internal log in the database and to the Windows Event log.

Please complete the following information:

Enable Logging
to the Internal
Database Log

No

Yes

Maximum Number of 
Log Entries To Retain (Default = 1000)

Delete Log Entries 
After (Days) (Default = 90)

Enable Logging
To the Windows
Event Log

No

Yes

Log Informational 
Messages Yes No

Log Warning
Messages Yes No

Log Error
Messages Yes No

Maximum Log
Entries

If Internal Logging is enabled, you can specify the maximum number of log records to 
retain for log reporting purposes. 
The RMS services will automatically purge the oldest log records to maintain a 
manageable database size.

Delete Log Entries
After

If Internal Logging is enabled, you can specify the number of days to retain historical data 
for log reporting purposes. 
The RMS services will automatically purge data records that are older than the specified 
number of days in order to maintain a manageable database size.

SYSLOG Messaging

RMS supports broadcasting SYSLOG messages across the network to a SYSLOG listening server.  

Please complete the following information:

Enable 
SYSLOG 
Messaging

No

Yes

SYSLOG
Server
Address

SYSLOG
Server 
Port (Default = 514)

SYSLOG
Facility ID

Select from listing in RMS Configuration Wizard
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RMS Reporting Options
RMS Reporting Options
RMS can provide historical and statistical reports based on system-collected data using the following 
configuration settings.

Please complete the following information:

Enable
Reporting

No

Yes
Delete Report
Entries After
(Days) (Default = 90)

Delete Report
Entries After

If Reporting is enabled, you can specify the number of days to retain historical data for 
reporting purposes. 
The RMS services will automatically purge data records that are older than the specified 
number of days in order to maintain a manageable database size.
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